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1 Introduction

11 Purpose

The purpose of this document is to provide guidance regarding how DCC and Users
should act when an error occurs, within the DCC Total System or the Systems of a Smart
Metering System Operator (SMSQO) acting on behalf of the DCC, during the period where
a SMETSL1 Installation is being prepared for Migration or being Migrated from an existing
SMSO to the DCC. It is produced in accordance with SEC ebligation-Clause 8.8 of the
SMETS1 Transition and Migration Approach Document (TMAD) which is Appendix AL of
the SEC.

This document is broken down into the phases of Migration and details the types of
exceptions/errors that pertain to that phase of Migration (e.g. Demand Commitment,
Migration Authorisation, Commissioning etc).

Capitalised terms in this document have the meaning given to them in Transition-and
j } TMAD or, if not defined in TMAD, in Section A of

guidance document:

rrors that can occur at each stage in connection

d actions to be taken by Users and DCC for
ecting such error instances;

ch when the SMETS1 Service Provider
with the Communications Hub; and

ergy supplier wish mission the Devices comprising a SMETS1
elf, it should send the uence of Service Requests as described in Table
D via the DCC User Interface.
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As far as DCC is concerned, where the supplier is doing the Commissioning, Migration is
complete for SMETSL Installations that indicate success in the S1SP Commissioning File.
The Migration Control Centre will have oversight of the commissioning activities
performed by the supplier. The Error Codes that may be sent during the Commissioning of
successfully Migrated devices are detailed in the DCC User Interface Specification (DUIS)
v 3.0b and covered by the Error Handling Strategy. As such this is not in scope of this
document.

For clarity, where the Commissioning Party is Commissioning Devices on behalf of the
supplier, Migration does include the actions of the Commissioning Party and associated
systems which is therefore in scope of this document.

14 Definitions

1. Migration Control Centre - A DCC function established to control the end to end
enrolment and adoption processes, systems and stakeholders to ensure the DCC
Total System, Customers and consumers are protected and to meet regulatory
obligations.

ice Management System — DCC'’s Incident Management Solution
C Remedy Application, Self-Service Management Interface
ervice Interface (SSI).

n with the following documents;

nated imminently and builds on Appendix AL)
y be generated in response to

y the Commissioning Party, where those

IS v3.0b, and describes the modifications to
olicy) that will be applied during migration;

hich classifies error instances and error
v3.0b (produced by DCC for users to align

v2.0 which describes the mechanism by which
e Migration process;

3.0 which describes the mechanism by which

onsible Suppliers sub aily Migration Demand Requests; and

pn Reporting Regime v2.0 which describes how Responsible Suppliers and
ack progress of a SMETS1 Installation through the Migration process.
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2 Migration Error Handling
2.1 SharePoint Unavailability
2.1.1 SharePoint Unavailability

Impacted parties are advised to raise an Incident and email the Migration Control Centre
(migration@smartdcc.co.uk) where the DCC SharePoint is inaccessible for receiving files
or submission of the following files:

e Indicative Migration Forecasts for Active Meters;
e Daily Migration Demand requests for Active Meters;
e Migration Authorisations for Active Meters; and

o Responses to Dormant Meter Migration notifications.

It is possible that such Incidents could relate to an individual party or multiple parties. Only
parties affected by the Incident will be notified through the Self-Service Interface as an
Party. For clarity, this Incident will not be classified as an Incident relating to

The DCC will b
Target Resolution Ti

Ive this Incident in accordance with the standard Incident
in the Incident Management Policy, whilst providing

Once the Incid
submission and re

CC will advise impacted parties to resume the
rough the DCC SharePoint.

harePoint is inaccessible for receiving files

ice configuration / firmware upgrade;
gant Meter notificatio igration scheduling; and

ation Reports defined in the Migration Reporting Regime.
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Impacted parties affected by any such Incident will be notified through the Self-Service
Interface as an Interested Party. For clarity, this Incident will not be classified as an
Incident relating to Migration.

The DCC will be required to resolve this Incident in accordance with the standard Incident
Target Resolution Time described in the Incident Management Policy, whilst providing
timely updates to the DCC’s Service Management System. The DCC will advise impacted
parties about a suitable workaround if appropriate.

Once the Incident has been resolved the DCC will submit files through the DCC
SharePoint.

2.2 Demand Commitment

2.2.1 Demand Commitment not met

wing the demand allocation to each supplier, as defined in the Migration Scaling

e are several scenarios where the Migration Demand Commitment may
utlined below, the details relating to how these scenarios (where
etailed in subsequent sections 2.3 and 2.4 of this document:

a) The Respo
than the Migrati

has submitted a number of Migration Authorisations less

the demand notwithstanding the fact that the
were given;

ot able to verify the supplier signature
isation;
s in the Migration Authorisation file; and

enerate a Migration Common File (e.g. due
bility of data from the SMETS1 SMSO).

Summary Reports (one per Party

the Migration Control Centre. Each week, the
ng report to each Authorising Party on the

e Migration Demand Commitment for the

ort 8 — ‘Summary of Authorisations Received vs DCC Migration
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2.3 Migration Authorisation

2.3.1 Migration Authorisation Signature Error

Prior to any Migration Authorisation, for Active Meters only, being transferred from the
DCC SharePoint site to the Requesting Party the signature must be checked by the DCC.

Where the supplier signature associated with the Migration Authorisation file is rejected
the supplier will, as soon as is reasonably practicable, be contacted by the DCC Migration
Control Centre via telephone and email to ensure they are aware of the failure(s).

The suggested action on the supplier is to check the validity of the Certificate and the
signature used to sign the file, regenerate the Migration Authorisation and submit to the
DCC. These actions will need to be completed in line with the timescales set out in the
Migration Authorisation Mechanism document.

Migration Authorisation File Error

Oon recerp Rorisations (in relation to Active or Dormant meters), the
Requesting Party™ e checks (where relevant) described in the table below for
the SMETSL1 Installati®

Validation Check Reason Code

MPAN in the SMSO MAO0O1

Confirm the MPA
system

0 the MPRN p

PRN in the SMSO MAO002

p the Migrate is withig ecified Migration MAOO05

e Migrate On date is a e future MAO006

A
& supplier is the Active Su@plier for the MPAN as per MAO0O7
em

i

plier is the Active Supplier for the MPRN as per MAOQO0S8

1
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Confirm both the MPAN and MPRN has been provided where MAO009
the supplier is the Active Supplier for both Devices
Confirm the Active Supplier has provided the MAO10
SupplierCertificatelDs for the ESME
Confirm the Active Supplier has provided the MAO11
SupplierCertificatelDs for the GSME and GPF
Confirm the DCC Migration Authorisation contains only Dormant MAO12
Installations
Confirm the DCC Migration Authorisation contains the MPAN MAO013
and MPRN for a dual fuel installation
Confirm a DCC Migration Authorisation specifies an ESME MAO14
Supplier ID
Confirm a DCC Migration Authorisation for a dual fuel MAO15

installation specifies a GSME Supplier ID
A certificate serial number has been provided without the

—= MAO016

corresponding issuer name
The installation is currently blocked from being migrated. MAO17
E have same responsible Supplier (Sec MAO18

isation should be submitted as 1 MA.

ired, the Requesting Party includes this in the Migration
e file sent to the DCC. The following supplier facing
porting Regime, will confirm the Reason Code as per

jon Outcomes for the Previous Migration Day’; and
Validation Responses in the Reporting Period’

pplier is to review/triage the relevant Reason
ns for a subsequent Migration Week.

re only relevant for Dormant Meter
ave no action in relation to these Reason

ng Validation)

g Party unable ate Migration Common File

uesting Party is unable to generate a Migration Common File for any
em unavailability), the Requesting Party will raise an Incident via the
Centre. The Incident would be assigned to the Requesting Party and
igration Control Centre.

managed 0
C Public
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Users affected by any such Incident will be notified through the Self-Service Interface as
an Interested Party.

The Requesting Party will be required to resolve the Incident in accordance with the
Incident Target Resolution Time described in the TMAD, whilst providing timely updates to
DCC’s Service Management System

Once the Incident has been resolved, the Requesting Party will process the backlog of
SMETS1 Installations that have not been included in a Migration Common File if the
Migration Authorisations for relevant SMETSL Installations are still valid. In this scenario,
SMETSH1 Installations which have been flagged as a ‘priority’ will be processed first.

The Requesting Party generates a Migration Authorisation Completion Response file
which will indicate to the DCC if the Migration Authorisation is no longer valid.

The following supplier facing report, detailed in the Migration Reporting Regime, confirms
the Reason Code as per Appendix A.1:

6 — ‘Migration Authorisation Outcomes for the Previous Migration Day’.

If the Migral no longer valid, the DCC will not Migrate the relevant
SMETS1 Installati plier should reschedule the migration by adding the
Installation(s ion Authorisation for a subsequent Migration Week.

validation error

ich is generated by the Requesting Party, the
O) undertake the sequence of checks

ne of these checks fails, the S1SP/DCO

t. This Incident would be assigned to the
ion Control Centre.

otified through the Self-Service Interface as

resolve the Incident in accordance with the

ed in the TMAD, whilst providing timely updates to
Management System. Once the Incident has been resolved, the

will regenerate and resubmit the Migration Common File to the S1SP
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If the Incident results in the affected SMETS1 Installations not being processed whilst the
Migration Authorisation is valid, those SMETSL1 Installations will fail at a subsequent step
during Migration.

The following supplier facing report, detailed in the Migration Reporting Regime, confirms
the Reason Code as per Appendix A.1:

1. Report 6 — ‘Migration Authorisation Outcomes for the Previous Migration Day’.

The suggested action on the supplier is to schedule the failed SMETS1 Installation into a
subsequent Migration Week.

2.4.3 S1SP unable to generate Migration Common Validation File

Where the S1SP is unable to generate the Migration Common Validation File for any
reason (e.g. system unavailability), the S1SP will raise an Incident. This Incident would be
assigned to the S1SP and managed by the Migration Control Centre.

any such Incident will be notified through the Self-Service Interface as

Ive the Incident in accordance with the Incident Target
AD, whilst providing timely updates to DCC’s Service
nt has been resolved, the S1SP will generate the
rocess the backlog for SMETSL1 Installations. For
files will occur in order of receipt.

1 Installations not being processed whilst the

If the |
Migra 1 Installations will fail at a subsequent step

n the Migration Reporting Regime, confirms

utcomes for the Previous Migration Day’.

sted action on the sup schedule the failed SMETSL1 Installation into a

igration Week.
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2.4.4 Migration Common Validation File whole file validation error

On receipt of the Migration Common Validation File, which is generated by the S1SP, the
Requesting Party and DCO undertakes the sequence of checks described in Table 5.9 in
the TMAD. Where one of these checks fails, the Requesting Party or DCO stops
processing the file and raises an Incident. This Incident would be assigned to the S1SP
and managed by the Migration Control Centre.

Users affected by any such Incident will be notified through the Self-Service Interface as
an Interested Party.

The S1SP will be required to resolve the Incident in accordance with the Incident Target
Resolution Time described in the TMAD, whilst providing timely updates to DCC’s Service
Management System. Once the Incident has been resolved, the SESP-Requesting Party
will regenerate and resubmit the—a new Mlqratlon Common File with affected SMETS1
Installatlons to the SlSP WH ;

detailed in the Migration Reporting Regime, confirms

Outcomes for the Previous Migration Day’.

hedule the failed SMETS1 Installation into a

MET tallation Level Validation Error

e 5.9 of the TMAD are successful, the S1SP
ile with the same Migration Header as that of
flertakes the checks described in Table 5.10,
S1 Installation, the S1SP shall append the
ation Common Validation File to detail the

ber and the Supportin@Data. This file is then sent to the Requesting Party
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The failure will be included in the next Migration Authorisation Completion Response file
which is generated by the Requesting Party based on information in the Migration
Common Validation File.

The following supplier facing report, detailed in the Migration Reporting Regime, confirms
the Reason Codes as per Appendix A.1:

1. Report 6 — ‘Migration Authorisation Outcomes for the Previous Migration Day’.

The suggested action on the Responsible Supplier is to review the validation failures with
the relevant SMSO and correct the data as appropriate. Even though this will be a User
led investigation, DCC can provide support (e.g. raise Registration Data Incidents).

Once the data issues have been resolved, the Responsible Supplier will be able to add
the affected SMETS1 Installations to a Migration Authorisation for a subsequent week.

2.5 Migration (including SIM cutover, Migration Group Encrypted
i igration Group File)

ble to trigger Migration of any Installation

eived a Migration Common Validation File from an
ing to a particular SMETS1 Installation, the

the Migration of those SMETSL1 Installations.
ing to the Requesting Party, the Requesting
Control Centre. This Incident would be
ged by the Migration Control Centre.

tified through the Self-Service Interface as

Ive the Incident in accordance with the

the TMAD, whilst providing timely updates to
he Incident has been resolved, the

order of receipt.

File Set METS1 Installations within 24 hours of the Migration Common Validated
ated as per TMAD Clause 5.24, those SMETS1 Installations will fail at a
juring Migration.
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The following supplier facing report, detailed in the Migration Reporting Regime, confirms
| the_Reason Code as per Appendix A.1:

1. Report 6 — ‘Migration Authorisation Outcomes for the Previous Migration Day’.

The suggested action on the supplier is to schedule the failed SMETS1 Installation into a
subsequent Migration Week.

2.5.2 SMSO/CSP unable to Migrate any Installation

Where the SMETS1 SMSO, or any associated systems (e.g. Communications Service
Provider (CSP)), is unable to configure the SMETSL1 Installation so that it can
communicate with the DCC Total System or the CSP is unable to Migrate the SIM on
behalf of the SMSO for any reason (e.g. system unavailability), the SMSO will issue a
communication to the Migration Control Centre and may also notify the Responsible
Suppliers in accordance to the arrangements in place between the SMSO and the
Responsible Suppliers.

B communication from the SMSO, the Migration Control Centre will issue
pterested Parties to ensure suppliers who have no arrangements

Ris is not an | hin the DCC’s Service Management system because
angements the SMETS1 SMSO and the CSP are outside of
amework

If this results in thé SMETS ations not being processed whilst the

ligration Authorisat ins valid e S1SP does not receive the S1SP Required
or the SMETY llations P4 hours of the Migration Common Validated
P4, those SMETS1 Installations will fail at a
step during

CB”:
e the SIM of the SMETS1 Installations to

as per retries defined in Section 3.2 or within a
b1SP not receiving the S1SP Required File Set
VIETS1 Installations hours of the Migration Common Validated File
hted as per TMAD Clatab.24, the Requesting Party will report the failure to
METSL1 Installations in the next Migration Authorisation Completion

icate with the g Total
ion such that this resultg
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The following supplier facing report, detailed in the Migration Reporting Regime, confirms
the Reason Code as per Appendix A.1:

1. Report 6 — ‘Migration Authorisation Outcomes for the Previous Migration Day’.

The suggested action on the supplier is to schedule the failed SMETS1 Installations into a
subsequent Migration Week.

2.5.3 Requesting Party unable to Migrate specific Installation(s)

The Requesting Party / SMSO may not be able to Migrate a specific SMETS1 Installation
for any of the following reasons:

a) errors were detailed for that SMETS1 Installation in the associated Migration
Common Validation File;

b) Wide Area Network communications have not been established within the last 7
days;

c) the Device is not configured in accordance with the requirements of the SMETS1
ing Requirements and the SMSO is aware that the device should have
d as per the SMETS1 Supporting Requirements document;

or any associated systems (e.g. CSP), was unable to
stallation so that it can communicate with the DCC Total

jgration Authorisation Completion Response file

in the Migration Reporting Regime, confirms

tcomes for the Previous Migration Day’.

ve Responsible Supplier directly to notify

iaise with the SMSO to fix the error and
ETS1 Installation(s) to a Migration
Week.
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2.5.4 Requesting Party unable to generate Migration Group File/Migration
Group Encrypted File

Where the Requesting Party is unable to generate the Migration Group File/Migration
Group Encrypted File for any reason (e.g. system unavailability), the Requesting Party will
raise an Incident.

The Incident would be assigned to the Requesting Party and managed by the Migration
Control Centre. Users affected by any such Incident will be notified through the Self-
Service Interface as an Interested Party.

The Requesting Party will be required to resolve the Incident in accordance with the
Incident Target Resolution Time described in the TMAD, whilst providing timely updates to
DCC’s Service Management System.

Once the Incident has been resolved, the Requesting Party will process the backlog in
order of receipt.

e affected SMETSL1 Installations not being processed whilst the
ins valid or if the S1SP does not receive the S1SP Required

ions within 24 hours of the Migration Common Validated
Clause 5.24, those SMETSL1 Installations will fail at a

d in the Migration Reporting Regime, confirms

utcomes for the Previous Migration Day’.

edule the failed SMETS1 Installation into a

te Migration Group File/Migration
andover beyond 24 hours)

a scenario where SMETS1 Installations have been configured so that they
““““ te with the DCC Total System in advance of the generation of the
ncrypted File and the Migration Group File.
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| Where this scenario occurs, the Requesting Party will investigate and fix as appropriate.
Likely actions include the following:

1. if the problem can be fixed within 24 hours the Requesting Party generates and
submits the Migration Group File/Migration Group Encrypted File. In this scenario,
the S1SP may not have received the S1SP Required File Set within 24 hours of
the Migration Common File being generated pursuant to the TMAD Clause 5.24; or

2. if the resolution time is longer than 24 hours, on instruction from the Migration
Control Centre the affected SMETSL Installations will be reconfigured so that it
can communicate with the original SMSO or a new MCF could be regenerated.

For SMETS1 Installations where GrouplD = “CB”, the Requesting Party will resubmit the
affected Installations for migration in a new Migration Common File without carrying out
the 7 days communication check as per TMAD check 5.12.(c).

If the resolution time is longer than 24 hours the following supplier facing report, detailed
in the Migration Reporting Regime, confirms the Reason Code as per Appendix A.1:

1. Report 6 — ‘Migration Authorisation Outcomes for the Previous Migration Day’.

the supplier is to resubmit the affected SMETS1 Installations in a
subsequent Migration Week.

validation error

ich is generated by the Requesting Party, the
escribed in Table 5.9 in the TMAD.

ops processing the file and raises an
he Requesting Party and managed by the
ny such Incident will be notified through the

Ive the Incident in accordance with the

n the TMAD, whilst providing timely updates to
the Incident has been resolved, the

bmit the Migration Group File to the S1SP if the
horisation is still valid®

File Set fo
C Public

e affected SMETSLI Installations not being processed whilst the
ation remains valid or if the S1SP does not receive the S1SP Required
TS1 Installations within 24 hours of the Migration Common Validated
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File being generated as per TMAD Clause 5.24, those SMETS1 Installations will fail at a
subsequent step during Migration.

For SMETS1 Installations where GrouplD is “CB’:

The Requesting Party will fix the issue, regenerate and resubmit the Migration Group File
to S1SP to process the affected SMETS1 Installations. However, if the Incident will result
in the affected SMETSL1 Installations not being processed since the time taken for incident
resolution would result in the S1SP not receiving the S1SP Required File Set for those
SMETSL1 Installations within 24 hours of the Migration Common Validated File being
generated as per TMAD Clause 5.24, the Requesting Party will resubmit the affected
SMETSI1 Installations in a new Migration Common File without carrying out the 7 days
communication check as per TMAD check 5.12.(c).

The following supplier facing report, detailed in the Migration Reporting Regime, confirms
the Reason Code as per Appendix A.1:

1. Report 6 — ‘Migration Authorisation Outcomes for the Previous Migration Day’.

jgration Authorisation is no longer valid, the SMETSL1 Installations will need to be
supplier in a subsequent Migration Week.

Migration Grou File whole file validation error

pted File, which is generated by the Requesting
the sequence of checks described in Table 5.9

CO stops processing the file and raises an
he Requesting Party and managed by the
ny such Incident will be notified through the

Ive the Incident in accordance with the

the TMAD, whilst providing timely updates to
the Incident has been resolved, the

mit the Migration Group Encrypted File to the
is still valid.

isation remains valid or if the S1SP/DCO does not receive the
ed File Set for the SMETS1 Installations within 24 hours of the
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Migration Common Validated File being generated as per TMAD Clause 5.24 and Clause
5.18;, those SMETSL1 Installations will fail at a subsequent step during Migration.

For SMETS1 Installations where GrouplD is “CB’:

The Requesting Party will fix the issue, regenerate and resubmit the Migration Group
Encrypted File to S1SP to process the affected SMETS1 Installations. However, if the
Incident will results in the affected SMETS1 Installations not being processed since the
time taken for incident resolution would result in the S1SP/DCO not receiving the
S1SP/DCO Required File Set for those SMETS1 Installations within 24 hours of the
Migration Common Validated File being generated as per TMAD Clause 5.24 and Clause
5.18, the Requesting Party will resubmit the affected SMETS1 Installations in a new
Migration Common File without carrying out the 7 days communication check as per
TMAD check 5.12.(c).

The following supplier facing report, detailed in the Migration Reporting Regime, confirms
the Reason Code as per Appendix A.1:

1. Report 6 — ‘Migration Authorisation Outcomes for the Previous Migration Day’.

Authorisation is no longer valid, the SMETSL1 Installations will need to be
Bplier in a subsequent Migration Week.

S1SP Require® ETS1 Installation level validation error

i |nstallatio of the checks described in Table 5.25 of the
VAE crtakes NG processing in relation to such SMETS1
Installation & the Faild mber in the associated S1SP Commissioning
File.

bre Grol CB”

TS1 Installat

of the SME

ese checks, the Migration Control Centre will

} Requd arty. The Requesting Party will be required
with the Incident Target Resolution Time
Win the TMAQ updates. Once the Reguest has been
by will rg the affected Installations for migration in a

yration Comi ) out the 7 days communication check as per

heck 5.12.(c).

ill be included in the rMEg@Wigration Authorisation Completion Response file

he Requesting Party based on information in the S1SP Commissioning File.
confirm the
C Public

plier facing reports, detailed in the Migration Reporting Regime, will

Page 20 of 43



Data o
Communications
Company

1. FailedStepNumber in Report 2 — ‘Migration Failures Occurring in the Reporting
Period’; and

2. Reason Code as per Appendix A.1 in Report 6 — ‘Migration Authorisation
Outcomes for the Previous Migration Day’.

If the ToBeCommissionedByDCC flag is set to ‘False’, then a S1SP Commissioning File
will be sent to the both the Supplier and the Requesting Party. This will include details of
the failure(s). The Requesting Party will correct the data as appropriate and liaise with
Suppliers if so required.

2.5.9 Migration Group Encrypted File validation error (S1SP)

Where a SMETSL1 Installation fails any of the checks described in Clause 5.23 of the
MARthe S1SP stops processing the file and raises an Incident.

IS C
Control Centre. U
Service Interface as a

gned to the Requesting Party and managed by the Migration
by any such Incident will be notified through the Self-
Party.

resolve the Incident in accordance with the
d in the TMAD.

e will be ré
Incident Targ jon Time &

Once the Incident h& esolved pquesting Party will regenerate and resubmit
ation Group B d File t0 P if the Migration Authorisation is still valid.

s in the affe ETS1 ions not being processed whilst the
Authorisatio s valid S1SP does not receive the S1SP Required
or the SMET{ llations 4 hours of the Migration Common Validated
.24, those SMETS1 Installations will fail at a
ent step du

yration.

1 Installations where @ Is “CB”:

‘ﬁ kting Party will fix the egenerate and resubmit the Migration Group
) o t0 S1SP to process tM®affected SMETS1 Installations. However, if the

s in the affected SMETS1 Installations not being processed since the time

pt resolution would result in the S1SP not receiving the S1SP Required
SMETSI1 Installations within 24 hours of the Migration Common
0 generated as per TMAD Clause 5.24, the Requesting Party will
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resubmit the affected SMETS1 Installations in a new Migration Common File without
carrying out the 7 days communication check as per TMAD check 5.12.(c).

The following supplier facing report, detailed in the Migration Reporting Regime, confirms
the Reason Code as per Appendix A.1:

1. Report 6 — ‘Migration Authorisation Outcomes for the Previous Migration Day’.

If the Migration Authorisation is no longer valid, the SMETS1 Installations will need to be
rescheduled by the supplier in a subsequent Migration Week.

2.5.10 Migration Group Encrypted File SMETS1 Installation level validation
error (DCO)

Where a SMETSL1 Installation fails any of the checks described in Clause 5.15 (a) of the
TMAD, the DCO stops processing the file and raises an Incident.

gl be assigned to the Requesting Party and managed by the Migration
ffected by any such Incident will be notified through the Self-
Service N ested Party.

ing Party will d to resolve the Incident in accordance with the
asolution TI ibed in the TMAD.

Once the Incide resolve Requesting Party will regenerate and resubmit
the Migration Grouf ted File CO if the Migration Authorisation is still valid.

ipcident results ected | Installations not being processed whilst the
Authorisatio hs valid DCO does not receive the DCO Required

the SMETS lations 4 hours of the Migration Common Validated
AD Cl? 18. those SMETS1 Installations will fail at a

step during

“CB”:
Jenerate and resubmit the Migration Group
ected SMETSL1 Installations. However, if the
esult in the affected 51 Installations not being processed since the
incident resolution wodt result in the DCO not receiving the DCO Required
se SMETS1 Installations within 24 hours of the Migration Common

ping generated as per TMAD Clause 5.18, the Requesting Party will

ted SMETS1 Installations in a new Migration Common File without
carrying o llays communication check as per TMAD check 5.12.(c).
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The following supplier facing report, detailed in the Migration Reporting Regime, confirms
the Reason Code as per Appendix A.1:

1. Report 6 — ‘Migration Authorisation Outcomes for the Previous Migration Day’.

If the Migration Authorisation is no longer valid, the SMETSL1 Installations will need to be
rescheduled by the supplier in a subsequent Migration Week.

The following sections 2.6 and 2.7 of the document describe the error handling and
| resolution steps for SMETS1 Installations that have failed Migration and cannot be
communicated with by the supplier either through the SMSO or DCC and will require
| some intervention.

2.6 Migration (including Device validation and key rotation)

The scenarios covered within section 2.6 are related to error handling and resolution of
sing of SMETS1 installations by S1SP or DCO prior to commissioning.

S1SP unable ny S1SP/DCO Viable Installation

rocess any S1SP/DCO Viable Installation for any
SP or DCO will raise an Incident.

This Incident woul and managed by the Migration Control

will be notified through the Self-Service

the Incident in accordance with the Incident
D, whilst providing timely updates to DCC’s
ent has been resolved, the S1SP or DCO

ecified Group IDs, as detailed in the Group Specific Requirements of the
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TMAD, the S1SP will perform a series of retries as described in Section 3.1 of this
document.

Once the timeout period has been reached, the following activities will occur:

1. the SIM profile will be changed so that the SMSO can communicate with the
Communications Hub;

2. the S1SP will indicate WAN testing has failed in the S1SP Migration Audit Files;
and

3. Error Code 12.9.1.ETO01 will be included in the S1SP Commissioning File.

The failure will be included in the next Migration Authorisation Completion Response file
generated by the Requesting Party based on information in the S1SP Commissioning File.

The following supplier facing reports, detailed in the Migration Reporting Regime, will
confirm the:

1. FailedStepNumber in Report 2 — ‘Migration Failures Occurring in the Reporting
Period’; and

de as per Appendix A.1 in Report 6 — ‘Migration Authorisation
Previous Migration Day’.

flag is set to ‘False’, then the S1SP Commissioning File

the both th nd the Requesting Party. This will include details of

a) Liaise with
affected SM

iew the failures, fix as appropriate and add the
igration Authorisation for a subsequent week;

SMETS2+ in due course.
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2. include the FailedStepNumber relating to the SMETS1 Installation in an S1SP
Commissioning File.

The failure will be included in the next Migration Authorisation Completion Response file
generated by the Requesting Party based on information in the S1SP Commissioning File.

The following supplier facing reports, detailed in the Migration Reporting Regime, will
confirm the:

1. FailedStepNumber in Report 2 — ‘Migration Failures Occurring in the Reporting
Period’; and

2. Reason Code as per Appendix A.lin Report 6 — ‘Migration Authorisation
Outcomes for the Previous Migration Day’.

If the ToBeCommissionedByDCC flag is set to ‘False’, then the S1SP Commissioning File
will be sent to the both the Supplier and the Requesting Party. This will include details of
the failure(s).

ible Supplier can either:

levant SMSO to review the failures, fix as appropriate and add the
tallations to a Migration Authorisation for a subsequent week;

eplace the S ation with SMETS2+ in due course.

File Timeout

Group Encrypted File it will start a timer. If
not requested to use details the DCO wiill
5.16.

rom the DCO where the file has been
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2. Reason Code as per Appendix A.1 in Report 6 — ‘Migration Authorisation
Outcomes for the Previous Migration Day’.

If the ToBeCommissionedByDCC flag is set to ‘False’, then the S1SP Commissioning File
will be sent to the both the Supplier and the Requesting Party. This will include details of
the failure(s).

The SMETS1 Installations will need to be rescheduled by the supplier in a subsequent
Migration Week.

2.6.5 Rollback

Where it has been identified that a SMETS1 Installation needs to be rolled back, the
following errors could occur during this process:

1. the DCO was unable to delete any keys and/or related information it has stored
during the ‘S1SP / DCO Commissioning of SMETS1 Installation’;

2. the S1SP was unable to delete any keys and/or related information it has stored
ing the ‘S1SP / DCO Commissioning of SMETS1 Installation’; or

unable to restore WAN communication between SMETS1
relevant SMETS1 SMSO.

the information mentioned above, the S1SP/DCO (as
t. The Incident would be assigned to the S1SP/DCO
entre. Users affected by any such Incident will be
as an Interested Party. The S1SP/DCO will be
ce with the Incident Target Resolution Time
ely updates to DCC’s Service Management

unication between SMETS1 Installation and
ke reasonable steps to restore WAN

ations and the SMETS1 SMSO. Once the
he problem is not able to be resolved after
riate Error Code(s) in the S1SP

N communication with SMETS1 Installation,
should liaise with S tablish if they may need to replace SMETS1
yith a SMETS2+.
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The following supplier facing reports, detailed in the Migration Reporting Regime, will
confirm the:

1. FailedStepNumber in Report 2 — ‘Migration Failures Occurring in the Reporting
Period’; and

2. Reason Code as per Appendix A.1 in Report 6 — ‘Migration Authorisation
Outcomes for the Previous Migration Day’.

If the ToBeCommissionedByDCC flag is set to ‘False’, then the S1SP Commissioning File
will be sent to the both the Supplier and the Requesting Party. This will include details of
the failure(s).

2.6.6 Commission Device (CHF) failure

Where the S1SP fails to add the Communications Hub Function (CHF) details to the
Smart Metering Inventory (SMI) and set the SMI Status to ‘Commissioned’, then Error
Code 12.9.5.DP01’ will be included in the S1SP Commissioning File.

hen a CHF has not successfully been Commissioned. Users
affected by a ill be notified through the Self-Service Interface as an
Interested Party.

Incident in accordance with the Incident Target
Resolu i [ whilst providing timely updates to DCC’s Service
Management s been resolved, the S1SP will process the
backlog.

ewill bei 1 ation Authorisation Completion Response
on information in the S1SP Commissioning

in the Migration Reporting Regime, will

gration Failures Occurring in the Reporting
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If the ToBeCommissionedByDCC flag is set to ‘False’, then the S1SP Commissioning File
will be sent to the both the Supplier and the Requesting Party. This will include details of
the failure(s).

If the Incident can't be resolved, ‘Installation Rollback’ will be carried out as per TMAD for

the respective Group ID. Despite the rollback, if the SMSO cannot resume the service with
the SMETSL1 Installation, the supplier should liaise with the SMSO to establish if they may
need to replace the SMETS1 Installation with a SMETS2+.

2.6.7 S1SP unable to generate S1SP Commissioning File

Where the S1SP is unable to generate the S1SP Commissioning File for any reason (e.g.
system unavailability), the S1SP will raise an Incident.

The Incident would be assigned to the S1SP and managed by the Migration Control
Centre. Users affected by any such Incident will be notified through the Self-Service
Interface as an Interested Party.

olve the Incident in accordance with the Incident Target
e TMAD, whilst providing timely updates to DCC’s Service
cident has been resolved, the S1SP will take the
is successfully Commissioned with in the SMI.

Resolution
Management Syste
actions so th

C Commissions all Devices from SMETS1
e act of Commissioning successfully
undertaken by the Commissioning Party as

ices from Active SMETS1 Installations where
and where the DCC has received Migration
Suppliers which authorise the Migration of that
Week.

missioning
more than
ations from

Respt
option

puppliers, for SMETS1 Mstallations comprising only Active Meters, have the
ission successfully validated Devices (excluding the CHF) themselves
pquests described in the DUIS 3.0b.
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The following section describes error scenarios that could occur during the
Commissioning process by the Commissioning Party, including associated systems, only.

2.7.1 Commissioning Party unable to process any Installation

Where the Commissioning Party has received a S1SP Commissioning File indicating no
errors relating to a particular SMETSL1 Installation the Commissioning Party will attempt to
Commission devices comprising that same SMETS1 Installation. Should there be a
system outage pertaining to the Commissioning Party, the Commissioning Party will raise
an Incident.

This Incident would be assigned to the Commissioning Party and managed by the
Migration Control Centre. Users affected by any such Incident will be notified through the
Self-Service Interface as an Interested Party.

The Commissioning Party will be required to resolve the Incident in accordance with the
Incident Target Resolution Time described in the TMAD, whilst providing timely updates to
[ anagement System. Once the Incident has been resolved, the

ill process the backlog.

ile, which is generated by the S1SP, the
ence of checks described in Table 5.9 in the

issioning Party does not hold a Migration

r as the S1SP Commissioning File, the

and raises an Incident. This Incident would
Migration Control Centre. Users affected by
Self-Service Interface as an Interested Party.

ident in accordance with the Incident Target
hilst providing timely updates to DCC’s Service
as been resolved, the S1SP will regenerate and
o the Commissioning Party. Once the Incident

plved, the Commissionitg Party will process the backlog.
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2.7.3 S1SP Commissioning File SMETS1 Installation level validation error

For each SMETSL1 Installation specified as being successful in the S1SP Commissioning
File, the Commissioning Party confirms that there is a corresponding SMETS1 Installation
in the Migration Common File in line with Clause 6.3 of the TMAD. Should this check fail
for any SMETS1 Installation, the Commissioning Party stops processing the file and
raises an Incident.

This Incident would be assigned to the S1SP and managed by the Migration Control
Centre. Users affected by any such Incident will be notified through the Self-Service
Interface as an Interested Party.

The S1SP will be required to resolve the Incident in accordance with the Incident Target
Resolution Time described in the TMAD, whilst providing timely updates to DCC’s Service
Management System. Once the Incident has been resolved, the S1SP will regenerate and
resubmit the S1SP Commissioning File to the Commissioning Party.

process any Installation

Should there
Request from the CoO

e pertaining to the DSP on receipt of a Commissioning
Party, the DCC will raise an Incident.

SP and managed by the Migration Control

Centre. nt will be notified through the Self-Service

nt in accordance with the Incident Target
st providing timely updates to DCC’s Service
been resolved, the DSP will then process the

gissionin nstallation level validation error

P has received a C sioning Request from the Commissioning Party, it
form checks in Table 8.7-1 in the TMAD for that same SMETS1

if all checks in Table 8.7-1 are successful the DSP performs checks

e TMAD, as well as the validation checks in the DUIS (as modified by
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If one of the checks required by the DUIS or Clause 8.7 of the TMAD fails, the DSP sends
a Service Response to the Commissioning Party detailing the relevant Response Code
described in the DUIS or in the TMAD.

Where the Commissioning Party receives a Service Response from the DSP indicating an
error or failure, in relation to checks performed in Tables 8.7-1/8.7-3 of the TMAD or the
DUIS, it will raise an Incident and not continue processing subsequent Commissioning
Requests for that SMETS1 Installation. For clarity, where the Commissioning Party
receives an error Response Code in relation to a ‘Request Handover Of DCC Controlled
Device’, an Incident will not be raised and it shall continue processing subsequent
Commissioning Requests for that SMETS1 Installation.

This Incident would be assigned to the Commissioning Party and managed by the
Migration Control Centre. Users affected by any such Incident will be notified through the
Self-Service Interface as an Interested Party.

The Commissioning Party will be required to resolve the Incident in accordance with the
akget Resolution Time described in the TMAD, whilst providing timely updates to
agement System. Once the Incident has been resolved, the

en process the backlog.

missioning Pa append the SMETS1Installation element in the

de the FailedStepNumber, as per Table 6.3 of the
an error occurred during the Commissioning

ing Outcome File are the Requesting Party and
For cla would have concluded all attempts to recover

nt SM ices successfully.

| in the Migration Reporting Regime, will
g in the Reporting Period'.

been reported in the Commissioning
eplacing the SMETS1 Installations with

é;l | of the TMAD
Response Response Code

Validation Check Code Name Suggested Action

the Service E48 Commissioning Commissioning Party should

erence and Servict ce Variant Party is not resubmit Commissioning
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fields, with their DUIS meanings, is a
combination detailed in one of the rows in
Table 8.7 2 of the TMAD.

allowed to use
such Service
Requests

Request (including Service
Reference and Service
Reference Variants) in line with
Table 8.7-2 of the TMAD

The Remote Party Role in the Certificate
used to verify the Digital Signature on the

Wrong Remote
Party Role for

Commissioning Party should
sign the Commissioning
Request using a key which is

e . . Cc2 L . . .
Commissioning Request is that required Commissioning associated with their SMKI
by Table 5.5 of the TMAD. Request Certificate with the role
commissioningPartyXmlSigning
The Business Originator ID in the Commissioning Commissioning Party should
RequestID (with their DUIS meanings) has Party identifier resubmit the Service Request
the same value as the Entity Identifier in E100 mismatch in with the same Business
the Certificate used to verify the Digital Commissioning Originator 1D and Entity
Signature on the Commissioning Request. Request Identifier
Where Business Target ID in the
RequestID (with their DUIS meanings) Commissioning Party should
refers to a Device, the Device is, according resubmit the Commissioning
tQ th e \7 Device or a CAD. Target is not a
Cc4 Request and ensure the

ified in any
gve an
secCIaled V )

has its DUIS mea

Where thasRadhenart of a Commissi®
8. 'Device Pre-
s |D (with
§ D is for
ETS1 Device accO smart
Metering InventG

-3 of the

Commissioning
Request name

''1f RemotePartyj
Commissioni
e Remote P3

emotePartyRole is

ficates in

entCertificates is

perator’.

5t, confir
e inall C
ReplacementCeffificates i

orkOperator’ in the req®
that the Remote Party R8fe in

SMETSI1 Device

Business Target ID is a
SMETS1 Device or a CAD

Other Device is not
a SMETS1 Device

Commissioning Party should
resubmit the Commissioning
Request and ensure the
Business Target ID is a
SMETS1 Device

Validation Check (With terms having
their DUIS meaning, where not defined
otherwise)

upplier’

Response Response
Code Code Name

Commissioning Party
Remote .
. should resubmit
Party Role in L
Certificates Commissioning
C062199 different Request so that the
. Remote Party Role is
than in .
request the same as that in
q the Certificate.

Suggested Action
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gonf:crm that the Enti;y Iqler:]ntifiers in all Commissioning Party
ertificates contained within .
Request ReplacementCertificates are identifiers _ NOt, ?" should re.su_bmllt the
Handover Of | for the same Party. C062197 identifiers Commissioning
DCC antrolled are for the Request so that the
Device same Party | Entity Identifiers are
consistent.
If RemotePartyRole is ‘Supplier’ in the
request, confirm that according to:
¢ the Registration Data linking MPxN
to current Import Supplier or Gas
Supplier, as the context requires; Commissioning Party
y R?jqueStof e the MPxN recorded in the Smart SAssei_rte(_i should resubmit the
andover Metering Inventory against; the upplier is i
DCC Controlled Device i%entified gy Igusiness 062196 not the Commlfsswn_mg
Device Target ID in the request; and Supplier Request |dent|fy|pg
e the Party identified by the Entity the correct Supplier.
Identifiers in the Certificates, that
the Party identified is the current
Import Supplier or Gas Supplier for
the Device identified.
a linking MPxN
istributor or
Asserted Commissioning Party
Network should resubmit the
C062195 Operator is Comm|§5|oQ|ng
' not the Request identifying
Device Network the correct Network
Operator Operator.

S1SP has received a §
perform checks detad
pe a system outage p€

figned Commissioning Request from the DSP, it
Jection 2.7.7 for that same SMETS1 Installation.
ieining to the S1SP, the S1SP will raise an Incident.
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This Incident would be assigned to the S1SP and managed by the Migration Control
Centre. Users affected by any such Incident will be notified through the Self-Service
Interface as an Interested Party.

The S1SP will be required to resolve the Incident in accordance with the Incident Target
Resolution Time described in the TMAD, whilst providing timely updates to DCC’s Service
Management System. Once the Incident has been resolved, the S1SP will process the
backlog.

2.7.7 Commissioning Request SMETS1 Installation level validation error
(S1SP)

Where the S1SP has received a Countersigned Commissioning Request from the DSP, it
shall attempt to perform the subset of the checks in Table 8.7-1 in the TMAD (detailed in
this Section) for that same SMETSL1 Installation. Only if all of the checks detailed below
are successful, the S1SP will perform the subset of the checks in Table 8.7-3 in the TMAD
(detailed in this Section).

ecks required by Clause 8.7 of the TMAD fails, the S1SP shall
mmissioning Party detailing the relevant S1SP Alert Code

described in thi

ives a S1SP Alert from the S1SP indicating an error,
ction and the standard checks defined in the

d the DUIS, the Commissioning Party raises an
submitting subsequent Commissioning

llation. For clarity, where the Commissioning
n relation to a ‘Request Handover Of DCC
shall not raise an Incident and it shall
ommissioning Requests to the DSP for that

Service

Requests to the
Party receives a S1

and managed by the Migration Control
ill be notified through the Self-Service

Incident in accordance with the Incident Target
, Whilst providing timely updates to DCC’s Service

ill be required to re
e described in the
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The Commissioning Party will also append the SMETS1Installation element in the
Commissioning Outcome File to include the FailedStepNumber, as per Table 6.3 of the
TMAD, which details the point at which an error occurred during the Commissioning
phase. The recipients of the Commissioning Outcome File are the Requesting Party and
the Responsible Supplier. For clarity, DCC would have concluded all attempts to recover

and Commission the relevant SMETS1 devices successfully.

The following supplier facing reports, detailed in the Migration Reporting Regime, will

confirm the FailedStepNumber:

1. Report 2 — ‘Migration Failures Occurring in the Reporting Period’.

For the failed SMETS Installations that have been reported in the Commissioning
Outcome File, the suppliers should consider replacing the SMETS1 Installations with

SMETS2+.

Table 8.7-1 of the TMAD (applicable to the S1SP)

S1SP
Alert
Code

Validation Check SisPalert
Name
Commissioning
Party is not
allowed to use
such Service
Requests

Service Referef
S1VE48

Suggested Action

Commissioning Party should
resubmit Commissioning
Request (including Service
Reference and Service
Reference Variants) in line with
Table 8.7-2 of the TMAD

Wrong Remote
Party Role for
Commissioning
Request

Certificate used tC
Signature on the Co
Request is that required
the TMAD.

Commissioning Party should
sign the Commissioning
Request using a key which is
associated with their SMKI
Certificate with the role
commissioningPartyXmiSigning

Originator 1D

' their DUIS Commissioning

Party identifier

lue as the E . .
I mismatch in
ertificate us RN
Commissioning
Request

Commissioning Party should
resubmit the Service Request
with the same Business
Originator ID and Entity
Identifier

iness Target 1D
yith their DU
ice, the DeviceSHs,
e SMI, a SMETS1
. For clarity, CADs are
version of SMETS,
g an associated

pre CAD has its

Target is not a
SMETS1 Device

Commissioning Party should
resubmit the Commissioning
Request and ensure the
Business Target ID is a
SMETS1 Device or a CAD
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Where the Body part of a
Commissioning Request, which is not a
‘Device Pre-notification’, contains a
Device ID (with their DUIS meanings) ,
that Device ID is for a SMETS1 Device
according to the Smart Metering
Inventory

S1C5

Other Device is
not a SMETS1
Device

Commissioning Party should
resubmit the Commissioning
Request and ensure the
Business Target ID is a
SMETS1 Device

Table 8.7-3 of the TMAD (applicable to th

. Validation Check (With terms
Commissioning

Request name

having their DUIS meaning, where
not defined otherwise)

e S1SP)

If RemotePartyRole is ‘supplier’ in
the Commissioning Request,
confirm that the Remote Party Role
in all Certificates in
ReplacementCertificates is
‘supplier’.
If RemotePartyRole is
‘NetworkOperator’ in the request,
onfirm that the Remote Party Role
ertificates in

gntCertificates is

tor’.

Request
Handover Of
DCC Controlled
Device

or Gas Supplie
requires;

Metering Inventory against; the
Device identified by Business
Target ID in the request; and

the MPxN recorded in the Smart

S1SP Alert S1SP Alert Suggested
Actions
Commissioning
Remote Party should
Party Role resubmit
in Commissioning
S1C062199 | Certificates Request so that
different the Remote Party
than in Role is the same
request as that in the
Certificate.
Commissioning
Cannot Party should
RateTime is S1C062198 gjture Qat_e resubmit an On
OmmMISSIO Demand
ning S
Commissioning
Requests
Request.
Commissioning
Party should
Not all resubmit the
identifiers Commissioning
S1C062197 are for the Request so that
same Party the Entity
Identifiers are
consistent.
Commissioning
Asserted Party should
Supplier is resub_ml_t th.e
S1C062196 Commissioning
not the
Supplier . qugest
identifying the
correct supplier.
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the MPxN recorded in the Smart
Metering Inventory against; the
Device identified by Business
Target ID in the request; and
the Party identified by the Entity
Identifiers in the Certificates that
the

Party identified is the current
Import Supplier or Gas Supplier
for the Device identified.

Request

Handover Of
DCC Controlled
Device

If RemotePartyRole is

‘NetworkOperator’ in the request,
confirm that according to:

the Registration Data linking
MPxN to current Electricity
Distributor or Gas Transporter,
as the context requires;

the MPxN recorded in the Smart
Metering Inventory against; the
Device identified by Business
Target ID in the request; and
the Party identified by the Entity
Identifiers in the Certificates

hat the Party identified is the

Commissioning

Asserted Party should
Network resubmit the
S1C062195 Operator is Commissioning
not the Request
Network identifying the
Operator correct Network
Operator.
gnt Electricity Distributor or
asporter for the Device
Commissio Commissioning
) Party should
hing Party resubmit the
p is ‘Add’. | S1C081199 cannot S
remove Commissioning
Devices - Reguest
indicating ‘Add’.
Commissioning
Party should
Commissio resubmit the
ning Party Commissioning
S1C081198 cannot Request with
install new InstallCode
Devices ‘00000000000000
00000000000000
0000’
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3.1 Device Connectivity Retry and Timeout Strategy

Where the S1SP attempts to establish a session with the Communications Hub in
advance of the checks for the specified Group IDs, as detailed in the Group Specific
Requirements the TMAD, the S1SP will perform a series of retries using the strategy
described below:

1. the S1SP attempts to communicate with the Communications Hub 3 times at five-
minute intervals (‘short retry’); and then

2. repeats the ‘short retry’ every 2 hours for a period up to 24 hours.

For example, if the test started at exactly midnight, and all attempts to contact the device
failed, these would be made at (hh:mm): 00:00, 00:05, 00:10, 02:00, 02:05, 02:10, 04:00,
04:05, 04:10, 06:00, 06:05, 06:10, 08:00, 08:05, 08:10, 10:00, 10:05, 10:10, 12:00, 12:05,
12:10, 14:00, 14:05, 14:10, 16:00, 16:05, 16:10, 18:00, 18:05, 18:10, 20:00, 20:05, 20:10,
22:00, 22:05, and 22:10.

Re S1SP will timeout for that SMETS1 Installation and as such
a session with the Communications Hub. The following

will stop attemp
activities will then o

M profile will8 pd so that the SMSO can communicate with the

gations Hub?
; dicate g has failed in the S1SP Migration Audit Files;

and

3. Error Code 01 will ded in the S1ISP Commissioning File.

rateqgy f swa rouplD ‘CB’

> O (
METS1
bon of the M@ migratig
ing the stratedM@escribeg

ind the SIM configuration on the
ion to use the DCC “elster” APN prior to
the Requesting Party will perform a series of

pquesting Party attemp®o amend the SIM configuration on the

nication Hub of the SMETS1 Installation [3] times in a confiqgurable interval

onfigurable number of hours.
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The configurable interval referenced in point 1 will be initially set to 60 minutes and will be
adjusted based on performance of the production system.

The total duration referenced in point 2 will be initially set to 5 hours and will be adjusted
based on performance of the production system.

After the retry attempts have completed, the Requesting Party will timeout and will stop
attempting to migrate the SIM for that SMETS1 Installation. The following activities will
then occur:

1. MA120 reason code will be included in the Migration Authorisation Completion
Response file.

4 Dormant Meter Error Handling

4.1 Dormant/Dormant SMETS1 Installation

Where a SMETSL1 Installation, which comprises only Dormant Meters, fails during the
Migration process the Migration Control Centre will consider whether the installation can
be scheduled for Migration at a later date. The Migration Control Centre will take into

d as a suitable installation to be rescheduled,
rror and include the SMEST1 Installation in a

comprising only Dormant Meters fails, the
e SMETSI Installations that failed the
cess step as per the error handling process

sider whether the installation can be scheduled for Migration at a later
jon Control Centre will take into account the following:
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e the number of times Migration has been attempted for that SMETS1 Installation;
and

¢ the actions that may be taken by the SMETS1 SMSO to enable Migration to
proceed successfully.

Should the SMETSL1 Installation be identified as a suitable installation to be rescheduled,
the Migration Control Centre will undertake the following activities:

¢ triage the Dormant Meter error; and then

e liaise with the Active Meter supplier to include that SMETSL1 Installation in a
subsequent Migration Week.

When the Migration of a SMETS1 Installation comprising Active and Dormant Meters fail,
the Responsible Supplier(s) will be informed of the SMETS1 Installations that failed the
Migration and the relevant failed migration process step as per the error handling process
defined in this document.
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Appendix A — Additional Error Codes

A.1 Requesting Party Reason Codes

The TMAD details the checks and processing which are undertaken by the following DCC
systems:

1. the Requesting Parties;
the S1SPs;

the DSP;

the DCOs; and

the Commissioning Party.

o bk~ 0D

As described in earlier Sections of this document, where a SMETS1 Installation fails a
step described in the TMAD that Failed Step Number will be recorded in Report 2 as
defined in the Migration Reporting Regime.

idation steps undertaken by the Requesting Party that are not described in
&s such these can be found in Table A.1 below. The Reason Codes
e following supplier facing reports detailed in the Migration

Deporting REC

1. Report 6 — ‘Mg porisation Outcomes for the Previous Migration Day’; and
0 — ‘Migratl§

isation Validation Responses in the Reporting

Table A.1 - Add Reason

Description

pred at MPAN
ered at MPRN

fl is not a Monday.

Requireg

foren

Migrat ek date

Requirg

The Migration Weel
The Migrate On d€

eady ended.

t within the specified Migration Week

The Migrate On date is'on or earlier than today.

pplier is not the current Active Supplier for MPAN.

pplier is not the current Active Supplier for MPRN.
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Data

Communications
Company
MAO009 Both the MPAN and MPRN need to be provided where the requesting
supplier is operating both the MPAN and the MPRN at the installation.
MAOQ10 Supplier has not provided the SupplierCertificatelDs for the ESME.
MAO11 Supplier has not provided the SupplierCertificatelDs for the GPF and
GSME.
MAO012 DCC authorisation received for an installation which has an Active
meter.
MAO013 Migration Authorisation received from DCC does not specify the MPAN
or the MPRN for a dual fuel installation.
MAO14 A Migration Authorisation received from DCC does not specify an
ESME Supplier Id.
MAO015 A Migration Authorisation received from DCC for a dual fuel installation
does not specify an GSME Supplier Id.
MAO016 A certificate serial number has been provided without the corresponding
issuer hame.
MAOQ17 The installation is currently blocked from being migrated.
If ESME and GSME have same responsible Supplier (Sec Party) then

Be authorisation should be submitted as 1 MA.

ion Expired

pe no longer registered at MPAN

no longer registered at MPRN

e operating supplier for MPAN.

perating supplier for MPRN.

split site then noNe MA has been
e meter.

an installation which now has an Active
n MAD file was accepted from the DCC
stant Energy due to a cos gain.

MPAN and MPRN are dormant, the MA
the MPRN.

The installation cd on does not meet the SMETSL1 pre-migration
requirements.

ilure MVF Received.
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Data

Communications
Company
MA114 Installation is currently being updated / configured by SMSO.
MA115 Failure SCF Received
MA116 No MVF received within processing day
MA117 The installation is currently blocked from being migrated.
MA118 Vodafone CSP move failed.
MA119 Configuration of hub on migration failed (Honeywell Only)
MA120 The APN account switch attempts have failed and the installation
cannot be migrated.
MA121 The SMSO could not communicate with the Installation after the
rollback was attempted.
MA999 Other Failure
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